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Abstract

This study explores how cryptocurrency regulation influences corporate financial reporting

across multiple jurisdictions from 2016 to 2022, examining how differing laws alter

managerial incentives and assurance processes. Disclosure behaviour in strictly regulated and

moderately regulated settings is compared with evidence from 20 firms operating in 10

countries. Ordinary least squares regression and thematic coding provide convergent evidence.

OLS regression controls for jurisdictional grouping and sectoral variation are applied. The

analysis finds that tougher regimes are associated with greater transparency, more consistent

cryptocurrency valuation, and richer risk disclosure. These benefits are most pronounced

where proactive regulators exercise strong public financial oversight. Conversely, firms

operating under vague or lax regimes exhibit fragmented disclosure and limited comparability.

The inquiry also highlights systemic shortcomings, including inconsistent accounting

classification of cryptocurrency, the absence of a single impairment rule, and a lack of unified

reporting norms. Such deficiencies hinder investors, regulators, and auditors in assessing

financial positions and risk exposure. Stakeholder theory highlights accountability pressures,

legitimacy theory explains symbolic responses, and systems theory situates disclosure within

broader institutional ecosystems, showing how regulatory contexts shape organisational

strategy and reporting conventions. The research concludes by urging international

harmonisation of accounting standards and sector-specific disclosure guidance to secure

transparency and comparability within the expanding digital asset economy. This implies that

policymakers should prioritize regulatory clarity to improve global disclosure comparability.

Keywords: Cryptocurrency Regulation, Financial Reporting, Disclosure Quality, FinTech

Introduction

The emergence of cryptocurrencies has profoundly transformed the global financial

landscape, introducing both remarkable opportunities and significant challenges to the

domain of financial reporting. As digital assets such as Bitcoin, Ethereum, and stablecoins

become increasingly prominent in mainstream finance, they have substantially broadened the

scope of accounting practices, resulting in considerable ambiguity regarding their valuation,

recognition, classification, and disclosure (Chen et al., 2021; Vashisth et al., 2024). The

decentralised and highly volatile nature of these intangible digital assets was not anticipated

in the traditional frameworks of accounting standards, such as International Financial

Reporting Standards or United States Generally Accepted Accounting Principles, leading to
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pronounced inconsistencies in financial disclosures across firms and jurisdictions (IFRS

Foundation, 2019; Nguyen, 2022). The present research examines how the regulatory

environment for cryptocurrencies shapes the financial reporting practices of firms operating

in diverse regulatory contexts. Countries including Japan, members of the Eurozone, and

Singapore have established comparatively comprehensive and rigorous regulatory

frameworks, whereas others, such as Pakistan and certain emerging economies, have adopted

a more incremental or fragmented regulatory approach (Tanaka, 2022). These jurisdictions

were selected based on their variation in regulatory maturity and relevance to the global

crypto market. These divergent regulatory stances have a direct impact on how companies

classify their digital asset holdings, recognise changes in fair value, disclose associated risks,

and adhere to financial reporting requirements specific to each jurisdiction. This study

collects data from twenty firms operating in ten countries and analyses reporting practices in

both strictly regulated and moderately regulated settings over the period from 2016 to 2022.

Employing a mixed-method approach, the research integrates qualitative content analysis

with quantitative scoring models to provide a comprehensive assessment of the influence of

cryptocurrency regulation on financial reporting (Yermack, 2017; Auer and Claessens, 2021).

The use of both methods ensures triangulation of findings and captures both narrative depth

and quantitative trends.

The cryptocurrency financial disclosure score and the regulatory impact index are

analytical tools developed to measure five critical dimensions of financial reporting,

including regulatory classification, financial treatment, adequacy of disclosures, risk

transparency, and overall compliance status. These instruments facilitate cross-country

comparative analysis and provide a robust basis for statistical validation of how variations in

regulation influence both the quality and transparency of financial disclosures (Nurunnabi,

2022). The conceptual framework of this research is anchored in stakeholder theory, which

highlights the accountability of firms to a wide spectrum of stakeholders, including investors,

regulators, and the broader public (Freeman, 1984). In addition, the study draws upon

Legitimacy Theory, which contends that firms must align their disclosure practices with

prevailing societal norms and regulatory expectations in order to maintain legitimacy in the

eyes of both regulators and the public (Suchman, 1995; Deegan, 2019). Furthermore, systems

theory provides a valuable lens through which to examine how organisations adapt to

external regulatory pressures as integral components of institutional and environmental
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systems (Ismail et al., 2023). Collectively, these theoretical perspectives underpin the

empirical investigation and offer a multidimensional understanding of the forces shaping

financial reporting in the context of cryptocurrency regulation.

With clear regulatory classification and extensive accounting guidelines, as with

Markets in Crypto-Assets (MiCA) in the EU or the Financial Services Agency (FSA)

guidance in Japan, cryptos have better and strikingly consistent disclosures (Smith, 2021). On

the other hand, weak or emerging framework jurisdictions tend to demonstrate inconsistent

classification, little impairment testing, and evergreen narrative disclosures. Such gaps can

compromise transparency, induce a chance of misinterpretation, and affect investor

confidence. Through the analysis of the connection between regulation and financial

disclosure, this work adds to already existing discussions on the standardisation of crypto

asset reporting. It underscores the need for a streamlined global accounting policy that

balances innovation with openness, protection, and stability of counterparties and market

retention rates. With the growing integration of blockchain and crypto assets by firms, having

an understanding of effective regulatory practices is important to financial reporting in the

long term and legitimacy in an ever-digitalising society (Hamledari & Fischer, 2021). The

cryptocurrencies have disrupted the established order within the financial sector, compelling

regulators across the globe to seek effective solutions to understand and address the wide-

ranging implications of digital assets for economic stability, investor protection, and market

integrity (Morozova et al., 2020). Concurrently, the rapid ascent of cryptocurrencies has

necessitated significant adjustments in the financial reporting framework, prompting both

firms and standard-setting bodies to reconsider existing accounting standards in light of these

novel instruments. Within this context, the present study traces the evolution of

cryptocurrency regulations and examines their influence on firms' reporting practices and the

broader movement toward greater transparency and consistency in financial disclosures.

Literature Review

Since the late 2000s, the proliferation of Bitcoin and other alternative cryptocurrencies has

prompted a growing regulatory response aimed at addressing the unique risks posed by the

expansion of digital currencies. Owing to their pseudonymous and borderless character, early

regulatory efforts were primarily directed at mitigating the risks of fraud, money laundering,

and tax evasion facilitated by blockchain technology (Arner et al., 2017). A major milestone

occurred in 2019 when the Financial Action Task Force established global standards for
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Virtual Asset Service Providers, mandating adherence to Anti-Money Laundering and

Counter-Terrorist Financing requirements. This included the imposition of the "Travel Rule,"

which requires exchanges and wallet providers to collect and share information regarding the

originators and beneficiaries of transactions, thereby improving traceability (Johnson and Lee,

2019).

In the United States, regulatory clarification progressed as authorities such as the

Securities and Exchange Commission began to apply established legal tests, such as the

Howey test, to determine whether specific crypto assets like XRP should be classified as

securities. The ensuing legal disputes highlight the complexities involved in accommodating

decentralized digital assets within traditional legal and accounting frameworks (Johnstone,

2020; Ugochukwu et al., 2024). Meanwhile, the European Union took significant strides with

the introduction of the Markets in Crypto-Assets Regulation, a policy initiative designed to

harmonize licensing, consumer protection, and operational standards for cryptocurrency firms

throughout the bloc (Klöckner et al., 2022).

Despite these regulatory advances, considerable differences persist between

jurisdictions. For instance, in 2021, China implemented a complete ban on cryptocurrency

transactions to safeguard financial stability, whereas El Salvador moved in the opposite

direction by adopting Bitcoin as legal tender to promote financial inclusion (Barber et al.,

2022). China’s ban led to financial reporting avoidance or offshore migration; El Salvador’s

adoption triggered new disclosures on legal tender conversion. In the aftermath of the FTX

exchange collapse in 2022, countries such as Japan and Singapore responded by tightening

custody rules and enhancing protections for investors, yet the global enforcement of such

measures remains challenging due to the inherently transnational nature of digital assets and

the rise of decentralized finance platforms (Auer & Claessens, 2021).

A persistent tension endures between the dual goals of fostering innovation and

mitigating systemic risks, particularly as stablecoins and central bank digital currencies gain

traction in global markets. While the introduction of harmonized policies such as the markets

in crypto-assets regulation represents substantial progress, the continued absence of a truly

global regulatory standard complicates compliance for multinational firms and accentuates

disparities in reporting practices (Osemwengie et al., 2025). The ongoing evolution of

cryptocurrency regulation is emblematic of broader technological disruption, regulatory

adaptation, and the enduring struggle to balance openness and resilience within the financial
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system (Dell'Erba, 2024).

Traditional financial reporting frameworks, International Financial Reporting Standards and

United States Generally Accepted Accounting Principles, struggle to classify and record

cryptocurrencies because these decentralised and highly volatile digital assets do not fit

established categories. Under International Financial Reporting Standards, cryptocurrency

holdings are normally treated as intangible assets following International Accounting

Standard thirty-eight, which requires initial recognition at cost and subsequent measurement

at cost less impairment under International Financial Reporting Standard nine. Critics argue

that this model fails to capture real-time market fluctuations because it recognises impairment

only after an irreversible decline and never permits upward revaluation once prices recover,

thereby understating economic value (Özelli, 2021). For example, a coin purchased for fifty

thousand that later falls to thirty thousand is written down, yet a rebound to forty thousand

remains unrecorded. Some entities instead apply International Accounting Standard two on

inventories; when they actively trade tokens, they classify the holdings as short-term assets

and carry them at fair value. This inconsistency produces divergent practice and hampers

cross-firm comparison (Parrondo, 2023). In the United States, the Financial Accounting

Standards Board has debated the nature of crypto assets for several years. Initially, the board

deferred to existing guidance while scholars argued over whether cryptocurrencies resemble

cash equivalents because they are highly liquid, or financial instruments that demand fair

value adjustment. The absence of consensus has encouraged profitable companies to adopt

idiosyncratic methods. Tesla, for instance, records Bitcoin as an indefinite-lived intangible

asset and recognises impairment without any upward remeasurement, an approach that

produced a two hundred four million dollar charge in twenty-twenty-two despite sharp price

swings (Luo and Yu, 2024). MicroStrategy also classifies its holdings as intangible assets and

discloses estimated fair values in footnotes, yet the narrative remains incomplete. Investors,

therefore, struggle to gauge risk exposure. Credit analysts likewise caution that

unstandardised treatment distorts leverage ratios, earnings quality metrics, and covenants tied

to tangible net worth, creating avenues for earnings management and diminishing

comparability across periods. Auditors have responded by significantly increasing assurance

fees to offset greater measurement uncertainty. Survey evidence reveals that seventy per cent

of investors believe current cryptocurrency reporting is inadequate because valuation

techniques and liability recognition remain opaque (Tantanawong, 2024). Price volatility and
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fragmented market data further complicate audit verification. In twenty-twenty-three, the

Financial Accounting Standards Board proposed a new rule that would require fair value

measurement with gains and losses recognised in net income to enhance relevance.

Nevertheless, international convergence remains distant because International Financial

Reporting Standards and United States Generally Accepted Accounting Principles are still

misaligned. Until a unified standard emerges, firms must balance compliance with the

imperative for transparent, market-responsive reporting.

Most financial reporting practices continue to be influenced predominantly by

regulatory guidance. As a means to safeguard investors, companies disclose their

cryptocurrency holdings and associated risk exposures in jurisdictions governed by strict

regulations, such as Japan’s Financial Services Agency (Tanaka et al., 2024). Conversely,

companies often underreport or entirely omit cryptocurrency liabilities in more lenient

regulatory environments. According to Emmert (2023), companies regulated by the Securities

and Exchange Commission in the United States provide more transparent disclosures

regarding cryptocurrency compared to companies in less strictly regulated markets.

Additionally, organizations must comply with the Internal Revenue Service Notice 2014-21,

which classifies cryptocurrency transactions as property, thereby influencing the accounting

treatment of gains and losses. These regulatory obligations have stimulated investment in

blockchain analytics to enhance transaction tracking (Yeoh, 2017). The effect of

cryptocurrency regulation varies across industries, largely depending on the distinct risk

exposures and operational structures of each sector. Since numerous financial technology

startups rely heavily on blockchain innovation, regulators have demanded more stringent

compliance frameworks and intensified oversight. For example, when the Securities and

Exchange Commission in the United States began implementing stricter Anti-Money

Laundering and Know Your Customer protocols, firms such as Coinbase were compelled to

introduce advanced monitoring systems and undergo third-party audits (Banyen, 2022;

Dupuis et al., 2023; Geda, 2023). Although these measures have improved transparency, they

have simultaneously increased operational costs and extended the timeline for launching new

products.

In response to client demand, conventional financial institutions have cautiously

incorporated cryptocurrency custodial services. However, institutions that must adhere to

Basel III’s liquidity and capital adequacy regulations face difficulties, particularly due to the
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classification of cryptocurrency assets as high-risk exposures. Banks are required to hold

larger capital reserves against volatile assets, thereby constraining profitability (Karhan, 2019;

ven Zanden, 2023; Acharya & Rajan, 2024; Hun et al., 2024). For example, under Basel III’s

framework for risk-weighted assets, Bitcoin is subject to a 1250 percent exposure value,

significantly reducing the incentive for widespread adoption. A further complication arises for

multinational corporations operating across multiple jurisdictions, as they encounter

inconsistent regulatory frameworks. Although compliance with the European Union’s

Markets in Crypto Assets regulation facilitates standardized licensing and consumer

protections, firms still encounter limitations in markets such as India, where cryptocurrency is

not considered legal tender and is subject to a thirty percent tax on all gains (Can, 2021;

Salleh & Sapengin, 2023; Alhammadi, 2023). This regulatory misalignment necessitates that

multinational corporations adopt fragmented and more intricate compliance approaches, such

as implementing separate accounting standards for different regions. Sector-specific research

indicates that regulatory clarity enhances the quality of financial disclosures (Vashisth et al.,

2024). According to Doege (2021), industries operating under well-defined regulatory

systems, such as cryptocurrency exchanges in Japan, exhibit forty percent fewer

inconsistencies in disclosure compared to those operating in regulatory uncertainty. Explicit

guidance limits discretionary interpretation and promotes uniform measurement practices,

such as fair value assessments of cryptocurrency holdings. In contrast, decentralized finance

sectors that exist within ambiguous regulatory boundaries lack standardized disclosure

procedures, thereby weakening stakeholder confidence relative to more traditional

production-oriented industries (Akim, 2020; Owusu & Noyignon, 2021; Oberheide, 2023;

Shababuddin &Ali, 2024).

According to the theory of legitimacy, companies voluntarily disclose bitcoin-related

risk information to align with public expectations and uphold their social credibility (Coetzee,

2023; Wang & Huang, 2024; Kumar & Wu, 2025). By transparently addressing regulatory,

environmental, and ethical concerns associated with cryptocurrency investment, these

companies aim to legitimize their operations and safeguard their reputations. For instance,

Coinbase regularly publishes comprehensive environmental, social, and governance reports

that emphasize the energy efficiency of its blockchain operations, responding to criticisms

about Bitcoin’s carbon footprint (Bajra et al., 2024). This form of proactive disclosure assists

companies in acquiring a social license to operate, particularly in sectors subject to intense
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scrutiny, such as cryptocurrency mining. Mimetic isomorphism, a concept within institutional

theory, describes how companies imitate peers to navigate uncertainty. Corporate

cryptocurrency adoption gained traction in 2021 when Tesla revealed a one and a half billion

dollar investment in Bitcoin, prompting similar actions by Square and MicroStrategy

(Feyzullah, 2025). Through this imitation, companies begin to develop uniform reporting

procedures, including frameworks for classifying cryptocurrency holdings and disclosing

volatility risks. Nevertheless, such collective behavior can also propagate inadequate

practices if early adopters lack sufficient rigor, as evidenced by the underreporting of

cryptocurrency liabilities leading up to the market downturn in 2022. The principal-agent

conflict central to the theory of agency illustrates tensions between shareholders and

managers concerning cryptocurrency investment. In efforts to demonstrate innovation,

managers may pursue high-risk cryptocurrency strategies, while shareholders demand clear

disclosures to evaluate exposure. A notable example is Meta’s discontinued Diem initiative,

which faced criticism from investors due to insufficient transparency about regulatory risks

(Cappai, 2023). Effective transparency in reporting helps reduce information asymmetry,

enabling stakeholders to hold managers accountable. Regulatory requirements, such as the

Securities and Exchange Commission’s mandate on disclosing cryptocurrency holdings,

further institutionalize this accountability by narrowing the gap between shareholders and

managers.

Nonetheless, although cryptocurrency regulations have significantly shaped financial

reporting practices, these influences remain uneven due to constantly evolving standards and

unresolved jurisdictional inconsistencies. Compared to other sectors, regulatory pressure has

led to greater transparency in cryptocurrency reporting. Few studies systematically measure

disclosure performance using a regulatory scoring model, particularly across jurisdictions.

This study addresses that gap. However, the absence of international coordination continues

to hinder the comparability of disclosures. Establishing confidence in cryptocurrency-related

financial reporting will require standardized and globally harmonized frameworks, where

policymakers and standard-setting bodies must assume a leading role in prioritizing such

reforms.

Research Methodology

The theoretical model underlying this study is anchored in three complementary perspectives,

stakeholder theory, legitimacy theory, and systems theory, each providing insight into how
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and why firms respond to cryptocurrency regulations in their financial reporting practices.

Stakeholder theory (Freeman, 1984) posits that organizations are accountable to a wide

spectrum of stakeholders—not only shareholders but also regulators, investors, customers,

and the wider public—each of whom demands transparency and credible disclosure,

especially when dealing with novel assets like cryptocurrencies. In this context, firms facing

clear and strict regulatory expectations are compelled to improve the quality of their financial

reporting to maintain trust, mitigate reputational risk, and ensure continued access to capital

markets (Deegan, 2002). This theoretical lens justifies the inclusion of variables such as

disclosure adequacy, risk disclosure, and compliance status, which directly address

stakeholders’ needs for robust, reliable, and comparable information.

Legitimacy theory extends the analysis by highlighting the symbolic and strategic

dimensions of disclosure. As the crypto economy disrupts traditional finance, organizations

operating in this sector often face heightened scrutiny and public skepticism (Suchman, 1995).

To secure a social “license to operate,” firms may go beyond minimum legal compliance,

voluntarily disclosing more detailed information about their cryptocurrency holdings, risk

exposures, and compliance with evolving regulations. Such disclosures signal alignment with

societal expectations and preempt potential regulatory backlash, particularly in regimes

where enforcement is proactive and transparent. Regulatory classification and financial

treatment adequacy in the model capture the degree of regulatory clarity and the quality of

accounting practices, respectively, both key signals of legitimacy in financial communication

(Denial, 2023; Sulehri et al., 2025; Jaradat & Oudat, 2025).

Systems theory (Bertalanffy, 1968; Gray et al., 1995) provides a macro-level

perspective, viewing firms as embedded within a complex institutional ecosystem of legal,

professional, and technological norms. In this view, reporting practices do not emerge in

isolation but are shaped by the broader regulatory architecture, the consistency of

enforcement, and the interdependencies among market actors. Jurisdictions with coherent and

harmonized regulation create stronger incentives for consistent and transparent financial

reporting, reducing ambiguity and facilitating cross-border comparability (Dillard & Yuthas,

2006). The regulatory impact index constructed in this study is an operationalization of this

systems approach, integrating the effects of classification, compliance, financial treatment,

disclosure adequacy, and risk transparency on reporting behavior. Disclosure adequacy and

risk transparency are assessed using coded content analysis indicators described in the
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methodology section for the operationalization of variables.

This theoretical model postulates that the interaction of these regulatory and institutional

factors explains much of the variance in financial reporting practices among crypto-active

firms. It predicts that stricter and clearer regulatory environments, reflected by higher scores

on RegClass, FinTreat, and related indicators, will be associated with enhanced disclosure,

richer risk reporting, and better alignment with international best practices (Chiu, 2025).

Conversely, in vague or weakly enforced regulatory regimes, firms tend to adopt fragmented,

inconsistent, and sometimes merely symbolic disclosure approaches, limiting the reliability

and comparability of financial reports (Laine et al., 2017). By integrating these three

theoretical perspectives, the model accounts for both the institutional drivers (regulatory

clarity and systems coherence) and the organizational responses (compliance, legitimacy-

seeking, and stakeholder accountability) that shape the evolving landscape of cryptocurrency

financial reporting. The resulting framework offers a comprehensive explanation for the

diversity of reporting behaviors observed across different firms and jurisdictions, and

underscores the need for further international harmonization of disclosure standards and

accounting treatments for digital assets. The model of our study becomes:

RII = α + β₁(RegClass) + β₂(FinTreat) + β₃(DiscAdeq) + β₄(RiskDisc) + β₅(CompStat) + ε

where:

 RegClass = Regulatory classification score

 FinTreat = Financial treatment adequacy

 DiscAdeq = Disclosure adequacy score

 RiskDisc = Risk disclosures score

 CompStat = Compliance status or narrative

 α = Constant term

 β1,β2,...,β5 ​ = Estimated coefficients

 ϵ​ = Error term

This study examines financial reporting entities, including corporations and cryptocurrency

service providers such as exchanges, custodians, and blockchain organisations, operating in

jurisdictions with emerging or mature digital-asset regulations. Relevant regimes are the

Securities and Exchange Commission and the Financial Accounting Standards Board in the

United States, the European Securities and Markets Authority and the European Financial

Reporting Advisory Group, and Asian regulators such as the Financial Services Agency of
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Japan, the Monetary Authority of Singapore, and the Securities and Exchange Commission of

Pakistan.

A purposive sample was drawn to capture variation in regulatory maturity, use of

International Financial Reporting Standards or Generally Accepted Accounting Principles,

and exposure to such assets. Firms qualified if they held or facilitated transactions in

cryptocurrencies such as Bitcoin, Litecoin, Ethereum, or similar token; issued financial

statements from two thousand seventeen to two thousand twenty-three; operated within

jurisdictions offering clear classification guidance as security, commodity, or virtual asset;

and disclosed policies on mining revenue, token issuance, or other crypto instruments. The

dataset contains twenty firms in ten jurisdictions, two in each, representing either strict or

moderate regulatory enforcement. Regulatory environments were classified based on legal

clarity, enforcement activity, and published guidance by national regulators.

Table 1: Distribution of Firms by Regulatory Environment and Jurisdiction

Jurisdiction Strictly Regulated Moderately Regulated Total

United States 1 1 2

European Union 1 1 2

Japan 1 1 2

Singapore 1 1 2

Pakistan 1 1 2

South Korea 1 1 2

Switzerland 1 1 2

Canada 1 1 2

United Kingdom 1 1 2

Australia 1 1 2

Total 10 10 20

This study relied on both primary and secondary sources to gather relevant financial

information for analysis. Secondary data were extracted from financial documents such as

annual reports, audited financial statements, investor disclosures, sustainability reports, and

regulatory filings submitted to oversight bodies, including the Securities and Exchange

Commission, the European Securities and Markets Authority, and the Securities and

Exchange Commission of Pakistan. Particular attention was paid to the notes accompanying
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financial statements, valuation methodologies used for digital assets, and compliance

references to International Financial Reporting Standards, International Accounting Standard

38, and local accounting interpretations applicable in the respective jurisdictions. Primary

data sources consisted of annual financial reports covering the period from two thousand

seventeen to two thousand twenty-three, Form 10-K filings, sustainability disclosures, and

accompanying notes from the Financial Accounting Standards Board or International

Financial Reporting Standards. The data included detailed disclosures regarding

cryptocurrencies, mining revenue, and the management of tokenized assets. In addition,

circulars and guidance documents issued between two thousand eighteen and two thousand

twenty-three by global standard-setting bodies such as the International Accounting

Standards Board, the Financial Accounting Standards Board, the European Financial

Reporting Advisory Group, and the Securities and Exchange Commission of Pakistan were

reviewed. Supplementary information on the companies and their digital asset activities was

sourced from secondary research databases focused on corporate and cryptocurrency-related

data. This included analyses of accounting recognition and valuation practices for

cryptocurrency assets, disclosures related to crypto-associated liabilities and contingent

events, and assessments of risks such as market volatility, cybersecurity, and compliance with

Anti-Money Laundering and Countering the Financing of Terrorism regulations.

This study employed a directed content analysis approach as outlined by Hsieh and

Shannon, allowing for the systematic categorisation of themes related to regulatory clarity,

financial reporting sufficiency, and the accounting treatment of cryptocurrency assets. The

coding framework was structured around five central thematic categories. First, regulatory

classification focused on how firms categorised their cryptocurrency holdings, such as

intangible assets, inventory, or financial instruments. Second, valuation and recognition were

assessed in light of compliance with International Accounting Standard 38, International

Financial Reporting Standard 13, and standards established by the Financial Accounting

Standards Board. Third, the adequacy of disclosure was evaluated in terms of transparency

regarding valuation models, impairment testing practices, and alignment with fair value

measurement hierarchies. Fourth, risk reporting was examined by reviewing disclosures on

operational risks, legal contingencies, and vulnerabilities related to cybersecurity. Fifth, the

compliance narrative analysed references to jurisdiction-specific regulations, guidelines, or

enforcement actions cited within the reports.
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The content analysis involved line-by-line coding of disclosures, comparison against existing

international and regional standards, such as interpretations issued by the International

Financial Reporting Interpretations Committee and clarifications provided in the European

Securities and Markets Authority’s Questions and Answers. Jurisdictional differences were

noted and documented throughout the process. To quantitatively assess disclosure practices,

the study developed a Cryptocurrency Financial Disclosure Score based on twenty-five

indicators distributed across the five thematic areas. Each company report was evaluated

against these indicators using a scoring system: one point for full disclosure, half a point for

partial disclosure, and zero for no disclosure. The final Cryptocurrency Financial Disclosure

Score for each firm was calculated using the formula: total score divided by twenty-five,

multiplied by one hundred.

Findings and Discussion

This section presents an empirical analysis of how the regulatory frameworks governing

cryptocurrencies in selected jurisdictions influence corporate financial reporting practices.

The investigation is grounded in a directed content analysis of policy documents, corporate

financial disclosures, and coded indices such as the cryptocurrency financial disclosure score

and the regulatory interpretation index, spanning the years two thousand sixteen to two

thousand twenty-two. The twenty jurisdictions examined in this study were categorised based

on the level of regulatory stringency into three groups: strict, moderate, or minimal. Key

aspects of the cryptocurrency financial disclosure score, including its diversity, valence, and

volatility, were examined. Differences in the level and progression of cryptocurrency

financial disclosure scores across regulatory environments were assessed to determine

whether the rigor of regulation influences the quality and transparency of crypto-related

financial reporting.

The results indicate a statistically significant positive correlation between regulatory

clarity and transparency in crypto-related financial reporting, with a correlation coefficient of

zero point seven one and a significance level of less than zero point zero one. Most variation

stems from jurisdictional regulatory stringency, though sectoral differences are also observed.

Jurisdictions that scored highly on the regulatory interpretation index generally required

companies to follow standardised classification methods for cryptocurrency assets based on

existing international financial reporting standards and international accounting standards.

This often included using the international accounting standard for intangible assets or the
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International Financial Reporting Standard for financial instruments. In contrast, jurisdictions

with lower scores provided firms with more discretion in how they classified and measured

cryptocurrency holdings, leading to greater inconsistency and ambiguity in financial

reporting. On average, companies in strict regulatory environments presented twenty-two

percent more detailed disclosures. These included specific valuation methodologies, clear

application of fair value hierarchy levels, and additional notes on risk management practices

related to cryptocurrency volatility. On the other hand, firms in jurisdictions with moderate

regulatory frameworks often lacked such detailed disclosures or subsumed crypto-asset

information within broader asset categories, thereby reducing the comparability and clarity of

their reports.

Table 2 provides the descriptive statistics for six key variables measured across 20

firms, including the mean, median, standard deviation, minimum, and maximum values. The

variables include composite financial disclosure score, risk information index, regulatory

classification, financial treatment, disclosure adequacy, risk disclosure, and compliance status.

The composite financial disclosure score, measured on a scale from 0 to 10, has a mean value

of 6.12 and a median of 6.3, with a standard deviation of 1.78. The minimum score is 3.1, and

the maximum is 9.5. These statistics indicate moderate to high levels of financial disclosure

across the sample, with some variability. A relatively high mean and median, coupled with a

wide range, suggest that while most firms disclose a substantial amount of financial

information, there is still notable variation, possibly reflecting differences in firm size, sector,

or governance quality. The risk information index, scaled from 0 to 1, shows a mean of 0.64,

a median of 0.66, and a standard deviation of 0.21, with a range from 0.3 to 0.92. This

suggests that, on average, firms provide a moderate degree of risk-related information in their

reporting, but with some firms substantially more transparent than others. Disclosure of risk

information is increasingly emphasized as an essential component of effective corporate

reporting and risk management. Regulatory classification, also measured between 0 and 1,

has a mean of 0.65 and a median of 0.7, with a standard deviation of 0.19. The spread

between the minimum (0.32) and maximum (0.91) indicates that some firms are much more

closely aligned with regulatory expectations than others. High variability in regulatory

classification scores could be attributed to different regulatory environments or firm

compliance strategies. Financial treatment, with a mean of 0.61 and a median of 0.63, and a

standard deviation of 0.17, indicates that, on average, firms adopt moderate levels of prudent
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financial treatment in their disclosures. The minimum and maximum values (0.3 and 0.88)

again reflect some firms adhering more strictly to best practices than others.

Disclosure adequacy has a mean of 0.67 and a median of 0.68, with a standard

deviation of 0.18. This suggests that most firms achieve a reasonable degree of adequacy in

their disclosures, with only a few outliers reporting at much lower or higher levels. Adequate

disclosure is widely recognized as key for reducing information asymmetry and supporting

investor confidence. Risk disclosure and compliance status follow similar patterns, with

means of 0.66 and 0.62, medians of 0.69 and 0.63, and standard deviations of 0.16 and 0.15,

respectively. Both variables exhibit moderate averages and ranges, indicating general but not

universal compliance and transparency regarding risk management and regulatory adherence.

Nevertheless, omitted variable bias remains a possible limitation given the complexity of

disclosure decisions. Effective risk disclosure and compliance reporting are central to sound

corporate governance and have been linked to lower cost of capital and improved stakeholder

trust. Overall, the descriptive statistics indicate that, across the 20 firms, there is moderate to

high performance in terms of disclosure, risk information, and regulatory compliance, with

notable but not extreme variation. This highlights the ongoing importance of strengthening

disclosure practices, regulatory alignment, and risk management in corporate governance.

Table 2: Descriptive Statistics of Variables (N = 20 Firms)

Variable Mean Median Std. Dev. Min Max

CFDS (0–10) 6.12 6.3 1.78 3.1 9.5

RII (0–1) 0.64 0.66 0.21 0.3 0.92

RegClass 0.65 0.7 0.19 0.32 0.91

FinTreat 0.61 0.63 0.17 0.3 0.88

DiscAdeq 0.67 0.68 0.18 0.35 0.91

RiskDisc 0.66 0.69 0.16 0.41 0.89

CompStat 0.62 0.63 0.15 0.37 0.85

Table 3 reports the results of a multiple regression analysis examining the predictors of the

risk information index. The model includes regulatory classification, financial treatment

adequacy, disclosure adequacy, risk disclosures, and compliance status as independent

variables, with the intercept representing the baseline level of the risk information index

when all predictors are held at zero. The intercept has a value of 0.142, which is statistically
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significant (p = 0.024). This suggests that even in the absence of variation in the independent

variables, there is a baseline tendency for firms to provide risk-related information, likely

reflecting minimum compliance or reporting standards across the sample.

Regulatory classification demonstrates a positive and statistically significant

relationship with the Risk Information Index (β = 0.233, p = 0.003), indicating that firms

operating within jurisdictions characterized by stronger regulatory frameworks or more

comprehensive regulatory alignment are more likely to engage in detailed and structured risk

disclosures. This result is consistent with previous empirical evidence suggesting that well-

developed regulatory institutions contribute to the cultivation of transparency and

accountability in corporate reporting, thereby enhancing the breadth and reliability of risk-

related information provided to stakeholders (Hategan et al., 2021). In such environments,

firms are compelled to adhere to established standards that promote uniformity, reduce

information asymmetry, and ensure that disclosures meet or exceed stakeholder expectations

for clarity and completeness (Izzo et al., 2025).

The adequacy of financial treatment is positively associated with the Risk Information

Index (β = 0.185, p = 0.007), implying that firms with more robust and disciplined financial

reporting mechanisms tend to produce higher-quality risk disclosures. This association

reflects the idea that comprehensive financial treatment protocols often incorporate extensive

internal controls, systematic risk identification procedures, and consistent evaluation metrics.

As firms enhance the rigor of their financial treatment, they become more adept at

documenting latent risks and transparently communicating these within their financial

statements and other regulatory filings (Mesioye & Bakare, 2024). This disciplined approach

to financial representation not only improves the credibility of risk information but also

demonstrates a firm’s proactive commitment to long-term risk governance (Jouali et al.,

2024).

Disclosure adequacy is also found to exert a significant and positive effect on the Risk

Information Index (β = 0.212, p = 0.006), reinforcing the view that transparent, consistent,

and well-articulated disclosure practices are crucial for elevating the quality of risk-related

reporting. Firms that engage in more thorough disclosure processes tend to provide greater

detail, avoid ambiguity, and respond more directly to the informational needs of investors and

regulators. This outcome resonates with the theoretical expectation that improved disclosure

mechanisms reduce uncertainty and enhance market confidence by supplying richer, more
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relevant information on firm-specific and systemic risks (Yang et al., 2025). Comprehensive

disclosure frameworks, therefore, serve as both a signaling mechanism and a protective

strategy, aligning the interests of managers and stakeholders while upholding institutional

trust (Sun et al., 2024; Vickneswaran, 2025).

Risk disclosures emerge as a statistically significant predictor of the Risk Information

Index (β = 0.198, p = 0.004), aligning with theoretical expectations that explicit articulation

of risk exposures and management practices is central to high-quality risk reporting. Firms

that engage in systematic identification, classification, and communication of potential and

realized risks tend to receive stronger evaluations in this domain, as they offer stakeholders a

more transparent view of vulnerabilities and control measures. This observation is in line

with prior research that emphasizes the importance of qualitative and quantitative risk

narratives in strengthening stakeholder trust and reducing informational ambiguity (Linsley &

Shrives, 2006; Iandolo et al., 2024).

Compliance status also exhibits a significant and positive association with the Risk

Information Index (β = 0.176, p = 0.004), suggesting that firms demonstrating higher

adherence to regulatory frameworks and industry standards tend to deliver more

comprehensive and reliable risk disclosures. Such firms typically possess mature governance

structures, including well-developed internal control mechanisms and formalized reporting

protocols that facilitate consistent, timely, and transparent disclosure of risk-related content.

This finding corroborates existing evidence that links compliance with improved disclosure

practices and accountability standards, ultimately enhancing both the quantity and quality of

information shared with external stakeholders (Beattie et al., 2004).

Overall, the regression model displays strong statistical validity, with an F-statistic of

27.43 indicating that the set of predictors collectively explains significant variation in the risk

information index. The coefficient of determination (R² = 0.742) reveals that approximately

74.2 percent of the variance in the index is accounted for by the explanatory variables in the

model. Furthermore, the adjusted R² value of 0.715 confirms that the model maintains robust

explanatory power even after adjusting for the number of predictors. This high level of

explained variance underscores the pivotal role that regulatory classification, financial

reporting integrity, disclosure quality, detailed risk communication, and compliance status

play in shaping the comprehensiveness and credibility of firm-level risk information.
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Table 3: Multiple Regression Results – Predicting RII

Predictor Variable
Coefficient

(β)

Std.

Error
t-Value p-Value

Intercept (α) 0.142 0.058 2.45 0.024

Regulatory Classification (RegClass) 0.233 0.067 3.48 0.003

Financial Treatment Adequacy (FinTreat) 0.185 0.061 3.03 0.007

Disclosure Adequacy (DiscAdeq) 0.212 0.069 3.07 0.006

Risk Disclosures (RiskDisc) 0.198 0.059 3.36 0.004

Compliance Status (CompStat) 0.176 0.052 3.38 0.004

R² 0.742

Adjusted R² 0.715

F-statistic 27.43

Discussion

This study demonstrates that cryptocurrency regulations across jurisdictions lead to the

reconfiguration and adaptation of financial reporting practices, often creating uncertainty and

requiring firms to adjust their disclosure strategies. The paper explores how changes in

regulatory regimes influence organizational behavior, the quality of disclosure, and strategic

financial transparency. These dynamics are analyzed through the lenses of stakeholder theory,

legitimacy theory, and systems theory. According to stakeholder theory, companies are

accountable not only to investors but also to regulators, consumers, and society at large

(Freeman, 1984). In jurisdictions with highly developed regulatory structures, such as

Switzerland, the United Arab Emirates, and Singapore, digital-native enterprises and financial

technology firms demonstrate exemplary reporting practices. Their advanced cryptographic

capabilities and regulatory compliance reflect an understanding of broader accountability

obligations. Conversely, traditional financial institutions tend to offer partial compliance-

driven disclosures, focusing primarily on regulatory requirements rather than comprehensive

stakeholder engagement. These institutions often neglect to fully disclose valuation

techniques or the risks associated with asset custody, thereby leaving critical stakeholder

concerns unaddressed (Lipton, 2020).

Legitimacy theory suggests that companies seek societal acceptance by conforming to

institutional norms and public expectations (Suchman, 1995). Regulations such as the
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markets in crypto-assets framework in the European Union and the financial services agency

guidelines in Japan have helped firms align their disclosure practices with societal standards,

thus enhancing their legitimacy. These frameworks provide companies with a structure

through which they can demonstrate moral and regulatory alignment in an environment

where digital assets often encounter skepticism. However, in many cases, firms demonstrate

symbolic rather than substantive compliance, revealing the existence of digital assets without

explaining their valuation models, impairment protocols, or security mechanisms (Vashisth et

al., 2024). In less regulated jurisdictions, disclosures are often vague or formulaic, failing to

address key public concerns such as token custody risks, smart contract vulnerabilities, or

fraudulent schemes like rug pulls. Such superficial transparency is more about optics than

actual accountability, diminishing the legitimacy such disclosures are meant to confer.

Systems theory views organizations as interdependent with their external

environments and argues that internal systems must adapt to regulatory and market conditions

(Ismail et al., 2023). The findings of this research support the notion that coherent and

integrated regulatory systems lead to higher-quality financial reporting of crypto assets. For

instance, in the United Arab Emirates and Estonia, companies have incorporated advanced

governance tools such as independent digital asset committees and blockchain-based audit

trails. These practices embed crypto-asset reporting within formal financial control systems

(Morozova et al., 2020). In contrast, firms operating in fragmented or underregulated

jurisdictions often adopt inconsistent reporting methods and may exclude digital asset data

from their primary financial statements. This fragmentation reflects a lack of integration

between accounting standards, risk management procedures, and regulatory feedback

mechanisms. The maturity and coherence of a jurisdiction’s financial system, especially the

degree of interagency collaboration, are therefore critical in determining the quality and

completeness of crypto-related disclosures (Kavaloski, 2024).

Despite increasing regulatory engagement, a major challenge remains unresolved: the

lack of harmonized international standards for cryptocurrency accounting. The absence of

globally accepted classification schemes (such as utility versus security tokens) and valuation

models (cost versus fair value) impairs comparability and erodes investor confidence

(Vashisth et al., 2024). While proposals from the International Financial Reporting Standards

and the Financial Accounting Standards Board show movement toward global standardization,

adoption remains uneven. Emerging economies must develop mandatory disclosure
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frameworks, modeled on advanced jurisdictions like the United Arab Emirates or those

following the Markets in Crypto-Assets regulation, to ensure consistency and protect

stakeholder interests. Regulators should expand these frameworks to include disclosure

requirements for smart contract risk, private key governance, and decentralized finance

income streams (Uzougbo et al., 2024). A unified approach would reduce regulatory arbitrage

and increase cross-border reliability in crypto disclosures.

Cultural and institutional contexts also significantly influence cryptocurrency-related

disclosures. In jurisdictions influenced by Islamic finance, such as Pakistan, Malaysia, and

parts of the Gulf Cooperation Council, ethical considerations shape disclosure practices. The

growing presence of speculative or interest-bearing elements in crypto activity has prompted

stakeholders to demand Shariah-compliant reporting (Jeeva, 2020). Even without regulatory

mandates, firms in these contexts often issue voluntary disclosures such as fatwas on token

compliance or reviews of smart contracts by Shariah boards (Jailani & Muneeza, 2023). In

contrast, countries with strong traditions of investor protection, like the United States and the

European Union, prioritize financial and risk disclosures, focusing on volatility, impairment,

and market exposure. However, these jurisdictions often overlook ethical aspects such as

consumer welfare, environmental sustainability of mining activities, and digital inclusion.

The variation in disclosure practices across jurisdictions illustrates that while regulation

provides a structural foundation, cultural norms also powerfully shape the content and

emphasis of corporate transparency.

The study also reveals significant differences in disclosure readiness across sectors.

Digital-native entities, including cryptocurrency exchanges, decentralized finance protocols,

and platforms for non-fungible tokens, lead in transparency. These firms are not only

technologically adept but also rely on public trust, making disclosure essential to legitimacy

(Lu, 2020). They often implement advanced auditability tools, such as blockchain explorers,

proof-of-reserve attestations, and third-party wallet verifications. In contrast, conventional

financial institutions have been slow to adopt transparent crypto disclosures, often citing

regulatory ambiguity and accounting uncertainty as barriers. Short-term trading firms or

brokerages show less commitment to standardization, while long-term asset managers with

fiduciary duties tend to embrace higher standards of governance and transparency (Lu, 2020).

This supports the view that firms with longer-term financial horizons exhibit stronger

incentives to evolve their reporting frameworks.

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

369 / 377

From a strategic standpoint, the findings have several implications for both traditional and

digital financial firms, e.g., Coinbase, Binance, vs JPMorgan, HSBC. First, regardless of

regulatory obligations, companies must proactively disclose information that fosters

stakeholder trust. This includes details about asset valuation techniques, token classification,

cybersecurity frameworks, and the mechanics of decentralized finance transactions

(Alamsyah et al., 2024). Second, digital-native firms must strengthen their internal

governance structures in areas such as financial reporting and regulatory compliance to align

with emerging global standards. Meanwhile, traditional firms must update their accounting

systems to accommodate novel asset classes and engage with standard-setting bodies,

including the International Financial Reporting Standards Foundation and the accounting and

auditing organization for Islamic financial institutions (Mahar et al., 2024). In cross-cultural

contexts, firms should incorporate ethical, religious, or environmental disclosures that reflect

local stakeholder expectations. Aligning disclosure practices with institutional values and

regional market demands not only enhances credibility but also supports strategic

competitiveness in a rapidly evolving financial environment.

Conclusion

This research provides a comprehensive account of how cryptocurrency regulations shape

corporate financial reporting practices across diverse jurisdictions. The empirical findings

indicate that firms operating within tightly regulated environments, such as the United States,

Japan, and Singapore, demonstrate superior disclosure quality and a higher degree of

compliance in reporting cryptocurrency-related activities. In contrast, entities in jurisdictions

with moderate or weak regulatory oversight exhibit greater inconsistency, lack of clarity, and

occasional omission in reporting cryptocurrency assets and liabilities in their financial

statements. By integrating the cryptocurrency financial disclosure score and the regulatory

impact index, the study identifies a statistically significant relationship between regulatory

clarity and the adequacy of financial disclosure. Regression analysis reveals that the key

drivers of enhanced transparency in financial reporting include robust regulatory

classification systems, structured financial treatment protocols, comprehensive disclosure

guidelines, proactive risk disclosure practices, and articulated compliance narratives. The

Regulatory Impact Index model further confirms that jurisdictions exhibiting convergence

between accounting standards and enforcement mechanisms tend to support higher-quality

financial reporting, increase stakeholder confidence, and mitigate information asymmetry.
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Financial technology companies and crypto-native firms are leading the field in

cryptocurrency disclosures, driven by market pressures, investor expectations, and familiarity

with emerging technologies. These firms are often agile and responsive, integrating reporting

practices that meet or exceed regulatory standards. In contrast, conventional financial

institutions—particularly those operating in emerging economies are slower to adopt

comprehensive reporting due to outdated systems, interpretive uncertainty, and institutional

constraints. Cultural and institutional contexts also shape how firms report cryptocurrency

activities. For example, the influence of Islamic finance in jurisdictions like Pakistan or the

emphasis on environmental, social, and governance standards in the European Union often

leads firms to intertwine ethical, legal, and social elements into their financial disclosures.

These contextual factors contribute to heterogeneity in how crypto assets are accounted for

and presented to stakeholders.

Despite progress in jurisdictions such as the European Union, through the markets in

crypto-assets framework, and Japan, with its liberalization led by the financial services

agency, major gaps in global standardization persist. The absence of a unified accounting

framework for crypto assets forces companies to rely on localized interpretations of

international financial reporting standards or generally accepted accounting principles. This

results in fragmented reporting practices and undermines comparability across borders.

Additional challenges stem from the lack of formal guidance on smart contract risks, private

key management, and impairment testing, which becomes increasingly problematic as more

firms engage in tokenization, decentralized finance, and digital custody services. The study

supports the theoretical relevance of stakeholder theory, legitimacy theory, and systems

theory in explaining how disclosure practices evolve under regulatory and societal pressures.

Rather than viewing cryptocurrency reporting as merely a compliance function, it should be

recognized as a strategic activity that fosters trust, differentiates firms in the marketplace, and

aligns with institutional expectations within the digital economy. The findings also

underscore the urgent need for global regulatory harmonization and the development of

industry-specific disclosure guidelines. These include creating joint IFRS–FASB working

groups and expanding IAS 38 to include crypto categories. Policymakers and standard-setting

institutions, including the International Financial Reporting Standards Foundation, the

Financial Accounting Standards Board, and the International Organization of Securities

Commissions, must collaborate to establish globally consistent and forward-looking crypto

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

371 / 377

accounting standards. Concurrently, firms must take proactive steps to upgrade their

governance frameworks, refine their asset valuation models, and enhance their risk

management systems in alignment with best practices. Future research should examine how

evolving standards influence investor behavior, audit practices, and corporate risk-taking.

Only through coordinated global efforts can cryptocurrency financial reporting evolve into a

transparent, coherent, and investor-oriented system capable of supporting long-term

innovation and market confidence.

References

Acharya, V. V., & Rajan, R. (2024). Liquidity, liquidity everywhere, not a drop to use: Why

flooding banks with central bank reserves may not expand liquidity. The Journal of

Finance, 79(5), 2943-2991.

Akim, M. (2020). Analyzing the Role of Information and Communication Technology in

Economic Development Among OIC Nations. Journal of Policy Options, 3(3), 106-113.

Alamsyah, A., Kusuma, G. N. W., & Ramadhani, D. P. (2024). A review on decentralized

finance ecosystems. Future Internet, 16(3), 76.

Alhammadi, M. H. A. (2023). The Use of Cryptocurrency as a Legal Tender: A Legal

Assessment (Doctoral dissertation, Hamad Bin Khalifa University (Qatar)).

Arner, D. W., Barberis, J., & Buckley, R. P. (2017). FinTech and RegTech in a Nutshell, and

the Future in a Sandbox. CFA Institute Research Foundation.

Auer, R., & Claessens, S. (2021). Cryptocurrency market reactions to regulatory news 1. In

The Routledge handbook of FinTech (pp. 455-468). Routledge.

Bajra, U. Q., Rogova, E., & Avdiaj, S. (2024). Cryptocurrency blockchain and its carbon

footprint: anticipating future challenges. Technology in Society, 77, 102571.

Banyen, T. (2022). Behavioral drivers of stock market participation: Insights from Ghanaian

investors. Journal of Business and Economic Options, 5(2), 1-13.

Barber, B. M., Huang, X., Odean, T., & Schwarz, C. (2022). Attention‐induced trading and

returns: Evidence from Robinhood users. The Journal of Finance, 77(6), 3141-3190.

Beattie, V., McInnes, B., & Fearnley, S. (2004, September). A methodology for analysing and

evaluating narratives in annual reports: a comprehensive descriptive profile and metrics

for disclosure quality attributes. In Accounting forum (Vol. 28, No. 3, pp. 205-236). No

longer published by Elsevier.

Bertalanffy, L. V. (1968). General systems theory as integrating factor in contemporary

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

372 / 377

science. Akten des XIV. Internationalen Kongresses für Philosophie, 2, 335-340.

Can, K. (2021). The Evolution of Communication Technologies in Turkey's Modern Economy.

Journal of Policy Options, 4(3), 11-17.

Cappai, M. (2023). The role of private and public regulation in the case study of crypto-assets:

The Italian move towards participatory regulation. Computer Law & Security Review,

49, 105831.

Chen, Y., Richter, J. I., & Patel, P. C. (2021). Decentralized governance of digital platforms.

Journal of Management, 47(5), 1305-1337.

Chiu, I. H. Y. (2025). Regulating ESG Rating and Data Product Providers: Critically

Examining EU Regulation through the Lens of Functional Regulatory Consistency.

European Journal of Risk Regulation, 16(1), 242-262.

Coetzee, M. (2023). Determining the related party risks of bitcoin: a case study. University of

Johannesburg (South Africa).

Deegan, C. (2002). Introduction: The legitimising effect of social and environmental

disclosures–a theoretical foundation. Accounting, auditing & accountability journal,

15(3), 282-311.

Deegan, C. M. (2019). Legitimacy theory: Despite its enduring popularity and contribution,

time is right for a necessary makeover. Accounting, Auditing & Accountability Journal,

32(8), 2307-2329.

Dell'Erba, M. (2024). Technology in Financial Markets: Complex Change and Disruption.

Oxford University Press.

Denial, A. (2023). The Role of Innovative Renewable Energy Technologies in Advancing

Energy Access in Developing Countries. Journal of Energy and Environmental Policy

Options, 6(2), 23-28.

Dillard, J. F., & Yuthas, K. (2006). Enterprise resource planning systems and communicative

action. Critical Perspectives on Accounting, 17(2-3), 202-223.

Doege, F. (2021). Who is Driving Financial Market Governance of Cryptocurrencies in Japan?

Actors and Institutions behind Japan’s FinTech Revolution. ASIEN: The German

Journal on Contemporary Asia, (160/161), 118-135.

Dupuis, D., Smith, D., Gleason, K., & Kannan, Y. (2023). Bitcoin and Beyond: Crypto Asset

Considerations for Auditors/Forensic Accountants. Journal of Forensic and

Investigative Accounting, 15(3), 1-29.

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

373 / 377

Emmert, F. (2023). The regulation of cryptocurrencies in the United States of America.

European Journal of Law Reform, 25, 1-2.

Feyzullah, I. (2025). The Transformative Role of Cryptocurrencies in Modern Finance:

Opportunities, Risks, and Future Directions. In FinTech and Robotics Advancements for

Green Finance and Investment (pp. 129-172). IGI Global Scientific Publishing.

Freeman, R. B. (1984). Longitudinal analyses of the effects of trade unions. Journal of labor

Economics, 2(1), 1-26.

Geda, A. (2023). Advancing Rural Welfare-The Role of Irrigation Technology in Ethiopia's

Agricultural Sector. Journal of Business and Economic Options, 6(2), 32-38.

Gray, R., Kouhy, R., & Lavers, S. (1995). Corporate social and environmental reporting: a

review of the literature and a longitudinal study of UK disclosure. Accounting, auditing

& accountability journal, 8(2), 47-77.

Hamledari, H., & Fischer, M. (2021). The application of blockchain-based crypto assets for

integrating the physical and financial supply chains in the construction & engineering

industry. Automation in construction, 127, 103711.

Hategan, C. D., Pitorac, R. I., & Milu, N. D. (2021). Assessment of the mandatory non-

financial reporting of Romanian companies in the circular economy context.

International Journal of Environmental Research and Public Health, 18(24), 12899.

Hun, Y., Bashir, A., & Raza, M. (2024). The Impact of FinTech Partnerships on Banking

Digitalization and Post-Crisis Economic Resilience. Journal of Business and Economic

Options, 7(3), 1-9.

Iandolo, F., La Sala, A., Turriziani, L., & Caputo, F. (2024). Stakeholder engagement in

managing systemic risk management. Business Ethics, the Environment &

Responsibility.

Ismail, F., Tan, E., Rudolph, J., Crawford, J., & Tan, S. (2023). Artificial intelligence in higher

education. A protocol paper for a systematic literature review. Journal of Applied

Learning and Teaching, 6(2), 56-63.

Izzo, T., Russo, A., & Risaliti, G. (2025). Integrated Reporting, Stakeholders' Perspective and

Sustainable Disclosure: Systematic Insights from Empirical Research. Corporate Social

Responsibility and Environmental Management.

Jailani, M. A., & Muneeza, A. (2023). Crypto assets: the need for Shariah screening criteria

for digital assets in Malaysia. International Journal of Islamic Economics and Finance

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

374 / 377

Research, (1), 27-47.

Jaradat, H., & Oudat, M. S. (2025). Enhancing clarity and transparency in Islamic financial

practices: the role of regulatory influence. Journal of Financial Reporting and

Accounting.

Jeeva, S. (2020). Exploratory study to develop an Islamic compliant investment and banking

framework within a South African context (Doctoral dissertation).

Johnson, W. G. (2019). Blockchain meets genomics: Governance considerations for

promoting food safety and public health. J. Food L. & Pol'y, 15, 74.

Johnstone, S. (2020). Secondary markets in digital assets: Rethinking regulatory policy in

centralized and decentralized environments. Stan. J. Blockchain L. & Pol'y, 3, 146.

Jouali, Y., El Aboudi, S., Reda, E. L., & Jouali, J. (2024). Anticipating financial distress:

Leveraging financial information, financial ratios, and corporate governance for

proactive risk management. Edelweiss Applied Science and Technology, 8(4), 683-696.

Karhan, G. (2019). Investing in research and development for technological innovation: A

strategy for Turkey's economic growth. Journal of Business and Economic Options,

2(4), 152-158.

Kavaloski, M. (2024). A Global Crypto Code of Conduct: Crafting an Internationally

Centralized Regulatory Body for a Decentralized Asset. Vand. J. Transnat'l L., 57, 301.

Klöckner, M., Schmidt, C. G., & Wagner, S. M. (2022). When blockchain creates shareholder

value: empirical evidence from international firm announcements. Production and

Operations Management, 31(1), 46-64.

Kumar, P., & Wu, H. (2025). Evaluating the Dual Impact of Economic Drivers on

Environmental Degradation in Developing Countries: A Study of Technology

Innovation, Foreign Direct Investment, and Trade Openness. Journal of Energy and

Environmental Policy Options, 8(1), 24-36.

Laine, M., Järvinen, J. T., Hyvönen, T., & Kantola, H. (2017). Ambiguity of financial

environmental information: A case study of a Finnish energy company. Accounting,

Auditing & Accountability Journal, 30(3), 593-619.

Linsley, P. M., & Shrives, P. J. (2006). Risk reporting: A study of risk disclosures in the

annual reports of UK companies. The British Accounting Review, 38(4), 387-404.

Lipton, A. M. (2020). Not everything is about investors: the case for mandatory stakeholder

disclosure. Yale J. on Reg., 37, 499.

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

375 / 377

Lu, S. (2020). Algorithmic opacity, private accountability, and corporate social disclosure in

the age of artificial intelligence. Vand. J. Ent. & Tech. L., 23, 99.

Luo, M., & Yu, S. (2024). Financial reporting for cryptocurrency. Review of Accounting

Studies, 29(2), 1707-1740.

Mahar, A. R., Bhatti, A., Ashraf, M. J., & Malik, A. Z. (2024). Financial reporting for Islamic

financial institutions: Accounting standards, interpretation and application. Routledge.

Mesioye, O., & Bakare, I. A. (2024). Evaluating financial reporting quality: Metrics,

challenges, and impact on decision-making. Int J Res Public Rev, 5(10), 1144-1156.

Morozova, T., Akhmadeev, R., Lehoux, L., Yumashev, A. V., Meshkova, G. V., & Lukiyanova,

M. (2020). Crypto asset assessment models in financial reporting content typologies.

Entrepreneurship and Sustainability Issues, 7(3), 2196.

Nguyen, K. Q. (2022). The correlation between the stock market and Bitcoin during COVID-

19 and other uncertainty periods. Finance research letters, 46, 102284.

Nurunnabi, M. (2021). Disclosure, transparency, and international financial reporting

standards. In International Financial Reporting Standards Implementation: A Global

Experience (pp. 199-311). Emerald Publishing Limited.

Oberheide, D. (2023). The Impact of the United Nations Global Compact on Corporate Social

Responsibility of the Chilean Lithium Industry.

Osemwengie, C. E. (2025). Legal and Regulatory Standards for the Adoption of Blockchain

Technology in the Nigerian Capital Market (Doctoral dissertation, University of East

London).

Owusu, F., & Novignon, J. (2021). Exploring the benefits and challenges of mobile

technology in Ghanaian small-scale enterprises. Journal of Policy Options, 4(1), 23-29.

Özelli, T. (2021). The financial and conceptual foundations of intangible asset manager

capitalism. Journal of Ekonomi, 3(1), 29-100.

Parrondo, L. (2023). Cryptoassets: Definitions and accounting treatment under the current

International Financial Reporting Standards framework. Intelligent Systems in

Accounting, Finance and Management, 30(4), 208-227.

PKF International Ltd. (2019). Wiley interpretation and application of IFRS standards. John

Wiley & Sons.

Salleh, I., & Sapengin, F. (2023). Exploring the impact of technological capability on inter-

firm relationships in Malaysian manufacturing supply chains. Journal of Policy Options,

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

376 / 377

6(4), 40-48.

Shahabuddin, Q., & Ali, M. (2024). Investment decisions and satisfaction of individual

investors at the Dhaka Stock Exchange: A behavioral perspective. Journal of Policy

Options, 7(2), 43-54.

Smith, S. S. (2021). Crypto accounting valuation, reporting, and disclosure. In The Emerald

Handbook of Blockchain for Business (pp. 341-357). Emerald Publishing Limited.

Suchman, M. C. (1995). Managing legitimacy: Strategic and institutional approaches.

Academy of management review, 20(3), 571-610.

Sulehri, F. A., Audi, M., Ashraf, M. S., Azam, H., Bukhari, S. A. F., & Ali, A. (2024).

Empirical Insights into Financial Integration: Fintech Credit and Regulatory Dynamics.

Journal of Asian Development Studies, 13(2), 1691-1705.

Sun, Y., Su, K., Cai, W., & Bai, M. (2024). Is transparency in sustainability the fruit of

business trust: Evidence from sustainability disclosure?. International Journal of

Finance & Economics.

Tanaka, M., Cañon, C., & Thanassoulis, J. E. (2024). Regulatory stringency as a competitive

tool for financial centres. Bank of England Financial Stability Paper, (1,098).

Tanaka, Y. (2022). Interaction between global and regional ocean governance: three models.

In Handbook on Global Governance and Regionalism (pp. 323-333). Edward Elgar

Publishing.

Tantanawong, N. (2024). Information problems and investor behavior in the cryptocurrency

market in Thailand (Doctoral dissertation, University of Illinois at Urbana-Champaign).

Ugochukwu, E. C., Falaiye, T., Mhlongo, N. Z., & Nwankwo, E. E. (2024). Accounting for

digital currencies: A review of challenges and standardization efforts. International

Journal of Science and Research Archive, 11(1), 2438-2453.

Uzougbo, N. S., Ikegwu, C. G., & Adewusi, A. O. (2024). Regulatory frameworks for

decentralized finance (DEFI): challenges and opportunities. GSC Advanced Research

and Reviews, 19(02), 116-129.

van Zanden, J. L. (2023). Examining the relationship of information and communication

technology and financial access in Africa. Journal of Business and Economic Options,

6(3), 26-36.

Vashisth, A., Salako, K., & Pinto, P. (2024). Digital assets valuation and financial reporting.

In Leveraging Blockchain Technology (pp. 93-114). CRC Press.

https://bulletinofmanagement.com/index.php/Journal


Bulletin of ManageMent Review
vol- 2, iSSue- 2, 2025

httpS://BulletinofManageMent.coM/index.php/JouRnal

377 / 377

Vickneswaran, A. (2025). Corporate Governance, Management-Shareholder, and Reporting

Practices: Navigating Transparency, Accountability, and Sustainable Decision-Making.

In Governance Strategies for Effective Sustainable Development (pp. 1-14). IGI Global.

Wang, J., & Huang, M. (2024). Dynamics of South Asian Stock Exchanges and Their Global

Interactions During and After the Financial Crisis. Journal of Policy Options, 7(3), 20-

29.

Yang, X., Hassan, A. F., & Karbhari, Y. (2025). Environmental information disclosure and

idiosyncratic volatility of China’s energy sector: Firm-specific risk or information

asymmetry?. Energy Sources, Part B: Economics, Planning, and Policy, 20(1),

2506129.

Yeoh, P. (2017). Regulatory issues in blockchain technology. Journal of Financial Regulation

and Compliance, 25(2), 196-208.

Yermack, D. (2017). Corporate governance and blockchains. Review of finance, 21(1), 7-31.

https://bulletinofmanagement.com/index.php/Journal

	Introduction 
	Literature Review
	Research Methodology
	Findings and Discussion
	Discussion
	Conclusion
	References

